1. Cover letter countersigned by the SO. A cover letter containing the name, mailing address, e-mail address, fax number, and telephone number of the applicant principal investigator. This letter should be written on the letterhead of the sponsoring institution at which the research will be conducted.
2. CV and The biographical sketches of the applicant principal investigator and all co-investigators. Use the current NIH format (https://grants.nih.gov/grants/forms/biosketch.htm).
3. Facilities and Other Resources, using the current NIH format (https://grants.nih.gov/grants/how-to-apply-application-guide/forms-e/general/g.220-r&r-other-project-information-form.htm).
4. Signed Data Use certification statement
5. A list of requested data (If both data bio-samples and data are requested a signed distribution agreement and a Data Management Sharing Plan
6. NIH Data Use Certification Document if data only and both  Data Use Certification Document and the  Distribution Agreement.
7. Research use Statement:
The approval of project requests depends on a carefully written Research Use Statement (250 words maximum).  The statement should include the following components:
· Objectives of the proposed research
· Study design
· Analysis plan, including phenotypic characteristics that will be evaluated in association with genetic variants.
· Brief description of any planned collaborations with researchers at other institutions, including the name of the collaborator(s) and their institutions
· Data use is limited to non-profits and is only for substance use and addiction research.  Other data for substance use research that can be used in other studies may be found in dbGAP.
Research should not deviated from the description in the approved Research Use Statement.  If the scope is expanded, investigators must submit another research statement.  Conducting research not described in the Research use statement is violation of the terms of the Data Use Certification 

Non-Technical Summary
A one-thousand word non-technical summary of the proposed research.  If the project is approved this statement will become publicly available to lay audiences to read the purpose and objectives of the research.

Internal collaborators:
You would need to provide the full legal names and contact information for all additional investigators from your institution who will have access to the dataset(s). (Exclude trainees, who are covered under the NIH policy). Requesters and signing officials guarantee that these individuals have read and agreed to the terms, conditions, and statements of the respective Data Use Certification(s). 
External Collaborators
To share data in the NIDA Center for Genetic Studies or NIMH Repository and Resource with collaborators outside the PI’s institution, the collaborators must submit a project request with 1) the same project title and 2) a Research Use Statement and Cloud Use Statement, if applicable, that references the collaboration or consortium name.
Attestation by Information Technology Director that the Institution follow the NIH Security Best Practices.
Provide full legal name and contact information of IT Director to be a senior IT official with the necessary expertise and authority to affirm the IT capacities at a academic institutions. The IT director is expected to have authority and capacity to ensure  the institution and users are compliant with NIH Security Best Practices for Users of Controlled-Access Data
The “NIH Security Best Practices for Users of Controlled-Access Data” is intended to ensure that Approved Users of NIH controlled-access data under the GDS Policy maintain such data on institutional IT systems and third-party computing infrastructures that meet certain standards in accordance to NIST SP 800-171 “Protecting Controlled Unclassified Information in Nonfederal Information Systems and Organizations” To that end, NIH expects that:
1. Approved Users of NIH controlled-access data will attest to NIH that their institution is compliant with NIST SP 800-171.
1. Approved Users choosing a third-party IT system and/or Cloud Service Provider (CSP) for data analysis and/or storage will provide NIH with an attestation affirming that the third-party system is compliant with NIST SP 800-171.
1. Non-U.S. users that are unable to attest to the NIST SP 800-171 may attest to the equivalent ISO/IEC 27001/27002 standard.
The process for submitting an attestation will vary and may be incorporated as part of the process for accessing controlled data or through other agreements.
Expectations under the NIH Security Best Practices for Users of Controlled-Access Data are in addition to, and do not supersede, any local, State, Tribal, Federal laws and regulations, and/or relevant institutional policies.
Cloud Use Statement
If the DAR process expects a Cloud Use Statement for investigators interested in using Cloud Computing, investigators must provide a Cloud Use Statement about the Cloud Service Provider (CSP) and/or third-party IT system and agree to secure the data according to the NIH Security Best Practices for Users of Controlled-Access Data (PDF). The Cloud Use Statement should at least state the name of the CSP and/or third-party IT system, the security standard, and how the CSP and/or third-party IT system will be used to carry out the work described in the Research Use Statement. If applicable, the investigator should describe the role of any Collaborators in using the CSP and/or third-party IT system. If the Approved User(s) plans to collaborate with investigators outside the Requester, the investigators at each external site must submit an independent DAR using the same project title and Research Use Statement, and if the DAR process expects when using the cloud, a Cloud Use Statement. New uses of these data outside those described in the DAR will require submission of a new DAR; modifications to the research project will require submission of an amendment to this application (e.g., adding or deleting Requester, Collaborators from the Requester, adding datasets to an approved project). Access to the requested dataset(s) is granted for a period of one (1) year, with the option to renew access or close-out a project at the end of that year.
Human Subjects Approval. Some studies will require IRB approval or exemption. When IRB approval or exemption is required, applicants must document human subject approval by an Institutional Review Board (IRB or human subjects committee) constituted according to the requirements of the Dept. of Health & Human Services Office for Human Research Protections (OHRP). IRB approval must be valid for a year. Applicants should note that all data and materials in the repository were stripped of all personal identifiers before they were submitted to the repository, such that no identifying information is associated with the samples. However, applicants should provide documentation of IRB review and either approval of the proposed project or exemption of the proposed project from the need for further IRB review. The IRB approval will not be required at the time the Access Request is submitted. However, neither data nor DNA samples will be released until evidence of IRB approval or exemption has been received.

